FAILURE TO FULLY COMPLETE THIS FORM WILL CAUSE DELAY IN PROCESSING YOUR ACCOUNT REQUEST.


	SYSTEM AUTHORIZATION ACCESS REQUEST (SAAR)

	PRIVACY ACT STATEMENT

Public Law 99-74, the Counterfeit Access Device and Computer Fraud and Abuse Act of 1984, authorizes collection of this information.  The information will be used to verify that you are and authorized user of a Government automated information system (AIS) and/or to verify your level of Government security clearance.  Although disclosure of the information is voluntary, failure to provide the information may impede or prevent the processing of your “System Authorization Access Request (SAAR)”.  Disclosure of records or the information contained therein may be specifically disclosed outside the DoD according to the “Blanket Routine Uses” set forth at the beginning of the DISA compilation of systems of records, published annually in the Federal Register, and the disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act.

	Part 1 (To be completed by User)

	1. System type           a.   FORMCHECKBOX 
 GCCS-J      b.   FORMCHECKBOX 
 Gccs-K     c.   FORMCHECKBOX 
 SABRE       D.   FORMCHECKBOX 
 Centrixs-k

	2. Type of request:                             FORMCHECKBOX 
 INITIAL                                              FORMCHECKBOX 
 MODIFICATION

	3. name (Last, First, M.)
 (required) 

	4. rank/grade/ctR


	5 ssn/Kid number




	6. BRANCH OF SERVICE



	7. NATIONALITY



	8. ORGANIZATION/UNIT


	9 PHONE (DSN, if applicable)



	10. e-mail address



	11. unit address



	12 deros (DDMMYYYY)




	13a. CURRENT GCCS-K ACCOUNT INFORMATION (required)
     

	13b. CURRENT SABRE ACCOUNT INFORMATION (required)
     


	14a. STATEMENT OF ACCOUNTABILITY:  I understand my obligation to protect my password.  I assume the responsibility for data and systems I am granted access to.  I will not exceed my authorization access.  I understand that sharing logins (either individual or augmentee accounts) is a security violation and subject to UCMJ disciplinary action.  _____ Initials
REMOVABLE MEDIA STATEMENT OF UNDERSTANDING:  I hereby acknowledge that I have read and understand the USFK J64 Removable Media and Airgap Procedures and will adhere to the policies to the fullest extent.  I understand that failure to observe these procedures may result in a loss of access, adverse administrative action, and/or other actions as provided for in the references contained within the subject document. _____ Initials

	14b. User’S signature (required)

	15 date (DDMMYYYY)



	PART II (To be completed by User’s Information Assurance Security Officer (IASO))

	16. user’S clearance level (Not IASO’s)


	17. user’s date of investigation (ddmmyyyy)



	18. verified by (IASO’s Name)


	19. IAsO’S Classified e-mail address


	20. phone (Dsn, if applicable)



	21. verified by (IASO’s Signature required)

	22. date (ddmmyyyy)


	23. iaso’s unclassified email address


	24 type of user
                   FORMCHECKBOX 
  END USER                    FORMCHECKBOX 
   AUGMENTEE


	25. GCCS-J ACCESS REQUIRED TO:

    FORMCHECKBOX 
  RQT (Rapid Query Tool)                                                                   FORMCHECKBOX 
  LOGSAFE (Logistics Sustainment Analysis and Feasibility Indicator)

    FORMCHECKBOX 
  S&M (Schedule and Movement)                                                       FORMCHECKBOX 
  GSORTS (GCCS Status of Resources and Training Systems)

    FORMCHECKBOX 
  DB Select (Database Selection Tool)                                               FORMCHECKBOX 
  MAT (Medical Analyst Tool)

    FORMCHECKBOX 
  IMS (Information Management Subsystem)                                     FORMCHECKBOX 
  COP (Common Operating Picture)

    FORMCHECKBOX 
  JET (JOPES Editing Tool)                                                                FORMCHECKBOX 
  JEPES (Joint Eng. Planning & Execution Sys.)

    FORMCHECKBOX 
  JFAST (Joint Flow Analyst Sys. Transportation)

	PART III (Special instructions to be completed by IASO)

	26. Group mailbox access

     

	27. Distribution lists

     

	28. file permissions group

     


	PART iV (To be completed by Helpdesk/System Administration)

	29. nOTES: 



ver 1.0 7 Nov 2005
INSTRUCTIONS FOR SAAR

PART I:  (The following information is completed by the user when establishing their USERID)

1. SYSTEM TYPE:  Indicate which systems you will need accounts to access.

2. TYPE OF REQUEST:  Selection Initial for new request and modifications for DEROS changes, unit changes etc.

3. NAME:  Your full name (LAST, First, Middle Initial).

4. RANK/GRADE/CTR:  Your civilian pay grade, military rank, or CTR if contractor.

5. SSN/KID NUMBER:  Your Social Security Number or Korean Identification Number.

6. BRANCH OF SERVICE:  Insert your branch of service.

7. NATIONALITY:  Insert your nationality.

8. ORGANIZATION/UNIT:  Your organization or activity that you are assigned to.

9. PHONE:  Enter your DSN phone number or commercial number.

10. E-MAIL ADDRESS:  Your NIPR Email address.

11. UNIT ADDRESS:  Enter your unit mailing address (PSC ? Box ?, UNIT #, APO AP)

12. DEROS:  You must enter a DEROS date.  If no DEROS date than you must enter a date no more than two years from date of request.

13. CURRENT GCCS-K/SABRE ACCOUNTS:  Enter any current USERID you may have for GCCS-K &  SABRE

14. STATEMENT OF UNDERSTANDING/REMOVABLE MEDIA STATEMENT OF UNDERSTANDING/USERS SIGNATURE:  You must initial and sign the SAAR form with the understanding that you are responsible and accountable for your password and access to the system(s).  Also that you have read and understand the Removable Media Statement of Understanding.
15. DATE:  Today’s DATE (DDMMYYYY)

PART II (The following information is to be provided by the IASO)

16. USER’S CLEARANCE LEVEL:  The user’s current security clearance level (i.e. ROK Secret, US Secret, or Top Secret.  An Interim Secret is not sufficient when requesting GCCS-J Accounts.  GCCS-J Accounts require a final Secret clearance.
17. USER’S DATE OF INVESTIGATION:  The date of the user’s last background investigation (Secret 10 years, Top Secret 5 years)

18. VERIFIED BY:  IASO Name (Last, First, Middle Initial).

19. IASO CLASSIFIED EMAIL ADDRESS:  Classified email addresses that USERID and password will be sent.  For GCCS-J accounts, this block must contain a SIPRNET email address.
20. PHONE:  IASO phone number.  If DSN is unavailable, indicate commercial phone number.

21. VERIFIED BY:  The IASO or Alternate IASO signature indicates that the above clearance and investigation information has been verified, and the user has read and understands the Removable Media Statement of Understanding
22. DATE:  The date that the form was signed by the IASO or Alternate IASO

23. IASO UNCLASSIFIED EMAIL ADDRESS:  Unclassified email address of the IASO or alternate IASO.

24. TYPE OF USER:  End user for regular system access.  Augmentee for exercise only account.

25. GCCS-J ACCESS REQUIRED TO:  Mark all systems that apply for GCCS-J Access.

PART III (Special instructions to be completed by the IASO)

26. GROUP MAILBOX ACCESS:  Which group mailboxes the user will need to access.

27. DISTRIBUTION LISTS:  Which distribution list the user will need to access.

28. FILE PERMISSION GROUP:  Which permission group will the user need to access, so that he can retrieve information from the file server.

PARTIV (To be completed by J643 Helpdesk/System Administration)

DO NOT MODIFY

SUBMITTAL INSTRUCTIONS

Handwritten request are acceptable, but MUST BE LEGIBLE.  SAAR Forms may be mailed, faxed or sent by digital sender to J643 Helpdesk at the following:

By Mail:


HQ USFK-J643 Helpdesk


Unit # 15237


APO, AP  96205-0100

By Fax:


DSN (315) 725-7296/5673 COMM 011-822-7915-7296/5673


ATTN: J643 Helpdesk

Digital Sender:

J64-Heldpesk@korea.army.mil
Any questions concerning the submission of this form please contact the J64 Helpdesk @ 723-8827.















FAILURE TO FULLY COMPLETE THIS FORM WILL CAUSE DELAY IN PROCESSING YOUR ACCOUNT REQUEST.


